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House Rules

1. Kindly change your name to: 

ORG_NAME (e.g. AHA! BD_Juan Dela Cruz)

2. Always show respect. This is a safe space. 
3. Unmute only when you are speaking. 
4. Press Zoom’s Raise Hand button if you want to 

speak. When called, kindly unmute yourself and 
answer.
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Building a global 
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digitaltayo.fb.com
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Community of 
Partners and Trainers



Digital Citizen

A Digital Citizen is a person who confidently uses digital 

technologies to understand information online and 

interact positively with others.
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How to be a responsible Digital User?
CREATE A SAFE ONLINE ENVIRONMENT



MAINGAT: Your Digital Footprint

What is your digital 
identity? 

All that you enter, post, 
and share using the 
internet will become 
part of your digital 
identity. 

How can I protect my 
digital identity?

Adjust the privacy 
settings and reflect 
on what should or 
should not be posted 
online. 



1. Open Facebook Messenger.
2. Type “Digital Tayo” in the 

search bar.

1. Click “Digital Tayo”.

1. Answer the questions.

Name
PRE-TEST LEARN CODE:
<learn code>



Your tracks 
online

ANY BEHAVIOR 
YOU DO ONLINE

LEAVES A MARK 
DEPENDING ON 

HOW YOU MANAGE 
INFO



Profile and personal 
information

What you 
share about 

yourself

Online friends and 
relationships

Who are the ones that 
have access to that info

Posts

What you 
share/like

Messages



Images

Social media accounts

School

Job and employer

News stories

Community or social groups

WAYS OTHERS CAN 
ACCESS INFO ABOUT US



Protect your
DIGITAL IDENTITY



3 Ways to Protect 
your Digital Identity

Choose the content that you 
show other people

Be wary of abusive content

Secure your account

1

2

3



Choose the content 
that you show other people

Be your authentic self (don’t use a fake 
name/profile and know when to report)

Choose your friends wisely
(unfriend, unfollow, block). 

Choose your audience wisely
(be careful with what you share). 
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Facebook Community Standards

Like a Code of Conduct or 
Student Handbook, this is an 
outline of what is and what is 
not allowed on Facebook. 

These policies are inclusive of 
different views and beliefs, 
those of people and 
communities that might 
otherwise be overlooked and 
marginalized. 

https://www.facebook.com/communitystandards

https://www.facebook.com/communitystandards


AccountContent

Removal



Be wary of abusive content

Report abusive content (follow the 
community guidelines)

Be wary of scam (money theft and 
identity theft) and phishing  (don’t give 

out personal information or financial 
information)
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Secure your account

Use strong passwords (combination of 
numbers, letters, and characters).

Secure your log-in and log-out.
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Security check-up
Log-in alerts



Two-factor authentication

https://www.theverge.com/2018/5/23/17385654/facebook-two-factor-authentication-process-app-phone-number



FOR A STRONG PASSWORD, 
MAKE SURE IT…

https://www.facebook.com/safety/educators/security/passwords/overview

Has a combination of 
small and big letters.

Has different characters.

Is not too short.



Secure your account

Set your location privacy. 

Check your privacy settings (conduct 
privacy check-up).

3

Check your security settings.



Protect your Digital Identity

https://www.facebook.com/about/basics 

Take the Facebook Privacy Checkup

1. Click the       at the top-right hand corner 
of Facebook and click Privacy Shortcuts.

2. Select Review a few important privacy 
settings under the Privacy section.

3. Click Next and answer the following 
questions about your Settings.

https://www.facebook.com/about/basics


Privacy Checkup

The Privacy Checkup tool has 
expanded to four distinct topics to 
help you strengthen your account 
security:

a) Who can see what you share
b) How to keep your account 

secure
c) How people can find you on 

Facebook
d) Your data settings on 

Facebook



Secure accounts

ENABLE LOG-IN ALERTS

ACTIVATE LOG-IN APPROVALS

LOG-OUT OF UNUSED DEVICES

SET STRONG PASSWORDS SECURITY CHECKUP

fb.me/LoginNotifications

fb.me/LoginApprovals

fb.me/ActiveSessions fb.me/SecurityCheckup



Getting 
assistance 
through the 

Facebook Help 
Center

Links:
www.facebook.com/help/
www.facebook.com/hacked 



MAINGAT: Your Digital Footprint

What is your digital 
identity? 

All that you enter, post, 
and share using the 
internet will become 
part of your digital 
identity. 

How can I protect my 
digital identity?

Adjust the privacy 
settings and reflect 
on what should or 
should not be posted 
online. 



How to be a responsible Digital User?
CREATE A SAFE ONLINE ENVIRONMENT

1. Maingat: Your Digital Footprint
Reflection of your Digital Self  i.e. privacy/security settings, your posts and 

shares

2. Magalang: You as a Digital Citizen
Safe relationship-building online i.e. how to communicate online, how to 

avoid dangerous people

3. Mapanuri: You as a Critical Thinker
Safe digital actions for the community i.e. what to do with the availability of 

information, how to identify fake news



Please answer our evaluation 
form!

<tinyurl>

<QR CODE>



Thank you!
#DIGITALTAYO

POST-TEST LEARN CODE:
<Learn Code>


